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Defence Industry Security Program Procedure

The Defence Industry Security Program (DISP) sets minimum governance, personnel, physical, and
cyber/information security standards required to partner with the Australian Department of Defence on
projects, contracts and tenders.

UQ’s Defence Industry Security Program Procedure sets out the requirements for UQ’s ongoing
membership of the DISP and the security measures required to engage with DISP projects. The Procedure
applies to all staff, students and affiliates who conduct, or assist with the conduct of, a DISP project at, or
on behalf of, UQ.

The Procedure is classified as Sensitive and is available on request to those involved in the DISP.

UQ staff, students or affiliates considering partnering with the Department of Defence on a project,
contract or tender can request access to the procedure by contacting UQ’s DISP Primary Security Officer
via email (disp@uq.edu.au).

More information about the DISP is available from the Department of Defence’s Defence Industry Security
Program website.

mailto:disp@uq.edu.au
https://policies.uq.edu.au/download.php?id=1564&version=1&associated
https://policies.uq.edu.au/download.php?id=1564&version=1&associated
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